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Manufacturer:

Name: Shenzhen LEQI Intelligent Technology Co., Ltd.

Address: Room 215, Block D, Colorful Science and Technology Park, No.5
Guanle Road, Luhu Community, Guanhu Street, Longhua District,
Shenzhen.P.R.China

Subject: The Product Security and Telecommunications Infrastructure (Security
Requirements for Relevant Connectable Products) Regulations 2023

Product： Xiaomi Electric Scooter 4 Lite (2nd Gen)

Brand name: Xiaomi

Model name: DDHBC01LQ

Batch or Serial Number: 53779/xxxxxxxxxxxxxx

(X represents any number from 0 - 9 or any letter from A
to Z except O and l.)

To whom it may concern,

Base on Product Security and Telecommunications Infrastructure (PSTI) Act 2022
and The Product Security and Telecommunications Infrastructure (Security
Requirements for Relevant Connectable Products) Regulations 2023, We, Shenzhen
LEQI Intelligent Technology Co., Ltd., hereby declare that the device referenced
above complies with the following requirements given in the ETSI EN 303 645 V2.1.1
（2020-06） for Provision 5.1-1, 5.1-2, 5.2-1, 5.3-13 (test case as below) and We
have complied with the deemed compliance conditions in Schedule 2 of The Product
Security and Telecommunications Infrastructure (Security Requirements for Relevant
Connectable Products) Regulations 2023. Moreover, we state that the defined
support period for the product above is till 04/17/2026.For more information, please
refer to the following internet address: https://trust.mi.com/misrc.

Sincerely yours,

Signature:

Name, function: Gavin huang, Certificate Engineer

Place and date of issue: Shenzhen P.R.China 2024-04-18



Schedule 2

The Product Security
and Telecommunications
Infrastructure
(Security Requirements
for Relevant
Connectable Products)
Regulations 2023

Requirement/Standard in PSTI

Password 1(1) to 1(2) of Schedule 2: Provision 5.1-1&5.1-2 of
ETSI EN 303645 V2.1.1（2020-06）

Information on how to
report security issues

2(1) & 2(2) of Schedule 2: provision 5.2-1 of ETSI EN
303645 V2.1.1（2020-06）

&2(3) of Schedule 2: paragraph 6.2.2&6.2.5&6.5 of
ISO/IEC 29147:2018 (2018-10)

& 2(4) of Schedule 2

Information on minimum
security update periods

3 (1) & 3(2) of Schedule 2: 3(3)&3(5)&3(6) of
Schedule 1 & Provision 5.3-13 of ETSI EN303645
V2.1.1 (2020-06)

& 3(3)&3(4) of Schedule 2


